
 

PRIVACY POLICY 

1. Data Controller. 

 

The Data Privacy Policy for the website www.bedfiles.com follows below. 

The entity responsible for processing data through this website, including visitors, subscribers, and 
authors, is: 

Hereinafter the "Company." 

To exercise your data protection rights, or for any other questions related to the use, collection, or 
processing of your personal information, please contact our data protection office at 
support@bedfiles.com. 

 

2. Security and Protection of Your Personal Information. 

We consider it a priority to protect the confidentiality of the personal information you have shared 
with us and to protect it from unauthorized access. Therefore, we employ advanced security 
standards to ensure maximum protection of your personal information. As a company regulated by 
private law, we are subject to the provisions of the General Data Protection Regulation (GDPR) and 
the data protection regulations of your respective European Union member state. Technical and 
organizational measures have been implemented to ensure that both we and our third-party service 
providers comply with and apply the regulations and requirements related to data protection. 

 

3. Data collected upon access. 

When you use our website solely for informational purposes, in other words, if you do not register 
with us or provide us with additional information, we will only collect personal data that your browser 
sends to our server. If you wish to view our website, the following data, which is technically necessary 
for us to display our website to you and to ensure stability and security, may be collected: 

• Your IP address 

• The date and time of the request 

• The time difference from Greenwich Mean Time (GMT) 

• The content of the request (current page) 

• The access status or HTTP status code 

• The respective amount of data transferred 

• The website from which the request originates 

• Your browser 

• Your operating system and its interface 

• The language and version of your browser software 



 

However, our web server stores this data separately from other data in the W3C web log format using 
an extended log file format, so it is not possible for us to associate this data with a specific individual. 
The information is used to monitor and manage the performance and reliability of our web server. In 
the event of suspected fraudulent activity on our website, these web logs can be used to verify 
anonymous user activity. The Company's legitimate interests are pursued by the analysis of this data. 
The legal basis is Article 6(1)(1)(f) of the GDPR. 

 

4. Contact. 

If you make an inquiry or request via our contact email, only the personal information you provide will 
be collected and processed. The information you provide in a contact request will be collected, 
processed, and used solely to address your inquiry. 

This also includes sending this information to the internet service provider responsible for hosting 
our online presence. In this case, the Company adheres to the principle of data minimization. We 
only share the minimum information that is absolutely necessary to process your request. This 
information will also be used to communicate with you personally. The Company does not send your 
personal information to third parties without your express consent, which can be revoked at any time. 
The Company stores this information until you revoke your consent. 

 

This data processing is based on the principle of Article 6, paragraph 1, page 1, letter a of the GDPR, 
along with your consent. 

 

5. Collection of Personal Data for Subscribers 

Personal data will only be collected to the extent that you voluntarily disclose this information during 
the registration process. The following information is stored for the proper provision of the service 
and to ensure your legal age: 

1. Nickname, 

2. Date of birth, 

3. Gender, 

4. Sexual orientation, 

5. Nationality, 

6. Email address, 

7. Additional information (voluntary). 

We use this data solely for the purpose of executing the agreement and to communicate with you 
when necessary. This includes the initiation, conclusion, guarantee, and, where applicable, 
cancellation of the subscription agreement. The information is retained until the subscription 
agreement has been fully executed. In cases where retention periods stipulated by commercial or 
tax law exist, the retention period may be up to 10 years. 

This data processing is based on the principle of Article 6 (1) (1) (a) of the GDPR for the execution of 
the agreement. 



 

To process payments, the following information is required: Title, name, address, and bank details. 
This information is only necessary for the calculation and traceability of your commission claims. 
The legal basis for processing this data is Article 6 (1) (1) (b) of the GDPR. Due to the requirements of 
commercial and tax law, we are required to store your address, payment details, and order details 
for a period of ten years. However, after two years, we restrict processing, meaning your data is only 
used to comply with legal obligations. The legal basis for storing this data is Article 6(1)(c) of the 
GDPR. 

 

6. Collection of Personal Information from Promoters. 

If you register with us as a Promoter, additional personal data about you will be processed. To 
conclude the agreement, we require the following personal information from you: Title, name, 
address, email address, telephone number, IP address, bank details, user ID, and one or more of the 
following: personal identification card number, tax identification number, passport number, social 
security number, and a scanned copy of your personal identification card. We also store your IP 
address and the date and time of your request in order to detect fraud in a timely manner. This data 
processing is necessary to establish and execute a contract as a Promoter and is carried out on the 
basis of Article 6(1)(1)(b) of the GDPR. It is also carried out to safeguard the Company's legitimate 
interests in accordance with Article 6(1)(1)(f) of the GDPR. 

 

7. Collection of Personal Information from Authors. 

In the case of Authors, the Company processes for commercial purposes the following personal 
information that you have submitted to the Company as part of your activity as an Author, or for which 
you have voluntarily given your consent to the Company for the execution of the contractual 
relationship: nickname, country of residence, photo or avatar, information voluntarily provided as a 
presentation in your profile, and audio recordings provided to the Company for marketing. 

This information will be used in marketing, advertising, and training materials on radio, the Internet, 
in the press, in television broadcasts (including cable and satellite broadcasts), and in audio and 
video recordings. For this purpose, your personal information, as indicated above, will be retained for 
a maximum of 7 years. This data processing is necessary to execute a contract as an Author and is 
carried out on the basis of Article 6, paragraph 1, page 1, letter b of the GDPR and based on the 
consent you give in accordance with Article 6, paragraph 1, page 1, letter a of the GDPR. This is also 
carried out to safeguard the Company's legitimate interests in accordance with Article 6 (1) (1) (f) of 
the GDPR. As an Author, you also have access to the Back Office. In this Back Office, you will have 
an overview of data related to your audio listening sessions. For this purpose, you will see the 
following data: Number of listening sessions per billing period, audio ratings, and published 
comments. 

To conclude the agreement, we require the following personal information from the Author for the 
purpose of commission payments: Title, name, address, email address, telephone number, IP 
address, bank details, user ID, and one or more of the following: personal identification card number, 
tax identification number, passport number, social security number, and a scanned copy of your 
personal identification card. We also store your IP address and the date and time of your request in 
order to detect fraud in a timely manner. This data processing is necessary to establish and execute 
a contract as an Author and is carried out on the basis of Article 6 (1) (1) (b) of the GDPR. It is also 
carried out to safeguard the Company's legitimate interests in accordance with Article 6 (1) (1) (f) of 
the GDPR. 



 

In the Back Office, Authors will be provided with information about subscriptions made through their 
referral link during each billing period. 

 

8. Data Transfer to Third Parties. 

Customer data is transferred to third parties only to the extent necessary for contract processing or 
to safeguard our legitimate interests. We also use third-party service providers (data processing 
companies) to execute the contract. To ensure the protection of your personal data, separate data 
processing agreements are entered into with these service providers. 

To process payment, the Subscriber's payment data is transferred to payment intermediaries and 
subscription management. This data processing is based on the principle of Article 6, paragraph 1, 
page 1 letter a of the GDPR for the execution of the agreement. 

 

9. Your rights as a data subject. 

You have the right to request information about your data at any time and free of charge, and to 
request its correction, deletion, or blocking, or the transmission of the data to an entity of your 
choice. You may also revoke your consent to the processing methods at any time with immediate 
effect for the future. If you would like more information about how your personal data is stored or 
wish to exercise any of the aforementioned rights, please contact our data protection office for 
assistance at support@bedfiles.com. Furthermore, you have the right to lodge a complaint about our 
processing methods at any time with the competent regulatory authority. Your competent regulatory 
authority is the regulatory authority based in your place of residence. 


